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Fairways Branch
8250 Bryan Dairy Road, Ste. 150 
Largo, FL 33777 
727.471.1330

Houston Branch
16597 I-45 South 
Conroe, TX 77385 
936.270.7040

Orlando Branch
8201 Chancellor Road 
Orlando, FL 32809 
727.471.1345

BRANCH LOCATIONS

Dedicated To Serving Our Members Since 1963

GOOD CENTS

Federally insured 
by NCUA

Holiday Closings
Independence Day 
Tuesday, July 4th

Labor Day 
Monday, September 4th

Online Banking is always open! 24 
hours a day access to your account. 

Download our app: ECU Credit Union 
Mobile and you can deposit a check 

from anywhere on your phone!

ECU Celebrates 60 Years!

On June 25, 1963, Jack Eckerd Employees Credit Union opened its doors for 
the first time, and we are thrilled to celebrate our 60-year milestone with you! 
ECU Credit Union is extremely grateful to our members for trusting us to 
be your credit union for all your financial needs. Our mission still holds true 
six decades later – helping members to achieve financial health and meeting 
their financial needs in a friendly and personal way. We are looking forward to 
continuing to serve our members for many years to come.  
 
Over the last 60 years, we have seen numerous changes within the financial 
industry, but ECU has continued to stay true to its core values. In fact, many 
of our Associates, Board Members and Official Family Members have been 
involved almost as long as the doors have been open. We all feel when you 
are a part of a good thing, you should stay with it for the long haul! This 
continuity and commitment to our purpose is what sets us apart from the rest. 
And even though ECU Credit Union will make changes and improvements 
that benefit our members, we promise not to lose sight of our purpose.  
 
Don’t forget, as a member of ECU Credit Union, your family members 
are eligible to join because of you. They can enjoy the same benefits and 
financial security you have had over the last 60 years! Watch for some exciting 
promotions coming your way to celebrate our big 60 years! Thank you for 
your membership and trust in ECU Credit Union.

ECU Credit Union
Celebrates 60 Years 

June 25, 2023!

 Watch for upcoming promotions 
  over the next 12 months as 

we celebrate 60 years of
serving our members

and their families!
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LAST Word 
No one ever injured their 
eyesight from looking on the 
bright side of things.  

the

Log on to your Online Banking and look for...  
See My Score Today to sign up!

Match the letter of the Scam to the Fraud Definition

Scan the QR code and 
visit our blog for more 
information about scams, 
how to reduce the risk, 
and check your answers to 
the match the scam game.

Recognize Scam Red Flags 
and Reduce the Risk
Scammers spend all their time creating clever 
new scams and inventing new ways to execute 
old scams. Protect yourself and your family 
by learning how to spot the signs of a scam 
whether you’re contacted by phone, mail, 
email, text, or in-person.

What to look for...

• Fake invoices or notices that look real 
• Upfront money requests
• Wire money now
• Requests to provide personal or  

financial information 
• A sense of urgency – asked to act quickly
• Cashier checks, money orders, and  

gift cards 
• It sounds too good to be true

Week 1: Abigail (CO)
Week 2: Noelle  (FL)
Week 3: Demi    (FL)
Week 4: Dax      (TX)

We are proud of all our Youth Account 
members; they are off to a great financial start! 
We look forward to Youth Month 2024!

Congratulations to our  
April Youth Month Winners!

ECU Credit Union will never ask for your 
complete account number, PIN, CVV code, 
or full social security number in a text or 
email. If you receive a message asking for that 
kind of information, do not engage! Do NOT 
click any links. Scammers are clever. They 
are experts at tricking people.

A. Account 
Takeover

The act of someone impersonating a trusted 
company or person in order to access 
sensitive information.

B. Malware Unwanted messages sent to many individuals 
via text or email.

C. Spoofing - 
Imposter 
Scam

A type of fraud where scammers leave voice 
messages pretending to be bank reps or 
other reputable companies in order to gain 
personal information from their targets.

D. Spam A type of fraud where scammers send text 
messages pretending to be bank reps or 
other reputable companies in order to gain 
personal information from their targets.

E. Vishing When scammers take over bank, credit card 
or government benefit accounts with stolen 
information; one of the most common types 
of identity theft.

F. Smishing A type of fraud where scammers send emails 
pretending to be bank reps or other reputable 
companies in order to gain personal 
information from their targets.

G. Phishing Software created to damage, disrupt, or gain 
unauthorized access into someone else’s 
computer system.


